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The secondary usage of clinical data in research has been promoted and recommended by several 

experts and scientists during the last recent years [1]. However, current data protection regulations 

make seamless data usage difficult and research communities, especially in Germany, run the risk of 

missing a great opportunity to use this wealth of data [1].  

Strongly related to these legal obstacles is the process of data access as it potentially poses threats to 

privacy and makes the usage of data more difficult [1,2]. Some access policies include either the prior 

download of the data or restricted access through a cloud, where data holders upload the data [2]. 

Nevertheless, both inherently contradict the data sovereignty of the data providers as they lose 

direct control over data, making traceability and provenance challenging. Further, the large data 

volumes of different formats silo-ed in each institution are not easily transferrable between the 

involved entities. 

To circumvent these shortcomings and enable more responsible processing of data, the Personal 

Health Train (PHT) constitutes a valuable option to facilitate privacy-preserving data analysis [3]. 

The PHT follows the paradigm of Federated Learning, which reverts the workflow for the data 

analysis by bringing the analysis to the data. This methodology empowers data-holding institutions to 

stay in control over their data but makes data access possible for research. Beyond these advantages, 

the PHT facilitates the analysis of decentralised data, as it is not dependent on one specific 

programming language, data source technology, or fixed cryptographic protocols [3,4]. 

Recent research has shown that the PHT is agnostic to data standards (e.g. FHIR) and is capable of 

conducting data analysis on sensitive data distributed across multiple institutions [3,5]. In particular, 

these studies demonstrate that the PHT can manage complex analysis tasks and is a practicable 

solution for Machine Learning on distributed data. 

As the call for the establishment of the secondary usage of data will gain traction during the 

upcoming years, solutions such as the PHT provide the infrastructure to enable clinical scientists to 

drive value from data and increase the outcomes of research. 
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